<NAME OF PRACTICE>

<ADDRESS>

<PHONE/FAX>

EMPLOYEE CONFIDENTIALITY AGREEMENT

Employee Name:
Date:

By signing this form, you agree to abide by the confidentiality requirements outlined below.  It is your responsibility to practice and apply these rules during the course of your daily work activities. This policy applies to owners, employees, students, agents and contractors. Certain provisions of this Confidentiality Agreement do NOT end when employment is terminated.
I agree to abide by the following confidentiality agreement:
· Follow all state and federal requirements related to complying with the HIPAA Standards.

· When discussing confidential patient information with other staff members, take every precaution not to be overheard.  Speak in soft tones and try to converse in a secured area.

· Do not discuss patients with co-workers when out to lunch or in other public locations.

· When using the telephone to verify eligibility or discuss other topics that require sharing protected health information (PHI), go to a secured area to make the call(s).

· Avoid unnecessary discussions or gossip about patients or talking about inappropriate personal matters, including salaries.

· Do not talk to patients or co-workers about personal problems (either yours or theirs).

· Loud talking or laughing is disruptive and is inappropriate in the office setting since it could lead to an inadvertent disclosure of PHI.

· All information related to the office is confidential and may not be shared, whether related to operations, finances, statistics or personal information about other members of the staff.

· No materials, including patient records, may be copied, or removed from the office without express written consent from the Security Officer.  This includes written, x-ray and electronic documents.

· All confidential, financial and/or HIPAA protected PHI information will be shredded before discarding.

· No software or information will be downloaded onto an office computer without approval in advance by the Security Officer.

· I understand it is my responsibility to fully comply with any laws and disclose known violations of confidentiality and/or patient privacy rights by staff or business associates.

· I will not share my password nor allow my password to be used by any employee other than the Security Officer.
Consequences
· It is understood that an employee’s failure to comply with any of the confidentiality requirements outlined above will result in disciplinary action, up to and including immediate termination. 

· Violations will automatically result in written documentation of the incident and the corrective action to be taken. 

· In certain cases, law enforcement officials and regulatory, accreditation and licensure organizations may be notified of violations.
Signature
Date
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